On December 1, 2010, the Federal Trade Commission (FTC) released a preliminary report proposing a new framework for balancing consumer privacy with commercial innovation. Increasingly, businesses rely on the collection of consumer information to provide new and better products and services. While the FTC’s report praises the privacy protections put in place by a range of online and offline companies that collect consumer information, it criticizes the efforts of other companies and proposes its framework as a replacement for current business self-regulation. In addition to guiding and motivating industry toward the development of enhanced consumer protections, the proposal seeks to inform policymakers, including Congress, as they develop new policies and laws governing consumer privacy.

Today’s consumer is subject to the collection of various forms of data, including information regarding his or her purchasing behavior, online browsing, or other online and offline activity. For example, a person purchasing a new computer online likely will have his or her personal information collected not only at the point of sale by the company offering the item, but also by other entities that monitor sites visited and content viewed while the person browses for information regarding computers or any other subject. While some consumers are aware of such data collection and may even view it as serving useful commercial purposes, others lack understanding regarding the potential scope of the information collected. Some consumers fail to realize that any of their information is being collected and shared for marketing purposes. The FTC views differences in consumer understanding regarding data collection and the rapid advance of technology as valid reasons to reconsider existing consumer privacy policy.

Origins of the New Framework
The FTC’s stated objective with regard to privacy has been to protect consumers’ personal information and make sure they have the confidence necessary to take advantage of the various benefits offered them in a constantly changing marketplace. In support of this objec-
informed choices, and the harm-based model seeks to protect consumers from threats to their physical or economic security and intrusions into their daily lives. While perceived as reasonably successful, both models have been criticized and have not kept pace with technological advances that permit more subtle and sophisticated collection of consumer data.

In response to concerns regarding the utility of the above models, the FTC hosted a series of roundtables designed to identify improved methods of protecting consumer privacy that support and encourage beneficial information use and technological innovation. Among the more significant issues raised by participants were the need for greater transparency, simplification of consumers’ ability to make choices about the collection and use of their information, certainty that businesses will take measures to protect privacy during system development and implementation, and caution regarding regulation that could damage the considerable benefits made possible through the exchange and use of consumer information. The FTC’s new framework for commercial use of consumer information is based not only on roundtable feedback, but also on the existing notice-and-choice and harm-based models, as well as FTC law enforcement experience. As the FTC’s report states, application of the framework would extend broadly to “online and offline commercial entities that collect, maintain, share or otherwise use consumer data that can be reasonably linked to a specific consumer, computer, or device.”

Framework Components

Among the several components of the proposed framework is an emphasis on companies integrating privacy protections into their day-to-day business practices. While the specific protections mentioned are not new concepts and their implementation may be scaled to fit companies that collect and use only small amounts of non-sensitive consumer data, the framework envisions systematic industry implementation. From an administrative standpoint, protections may include the assignment of personnel to supervise privacy matters, training for employees regarding privacy issues, and mandatory privacy reviews as part of products and services development. In addition, the framework endorses protections such as the collection of only data required for a specific business purpose, reasonable security for such data, safe disposal of the data once the business purpose is fulfilled, and development of reasonable procedures that promote data accuracy.

Another component involves distinguishing between commonly accepted data practices, for which consumer consent would not be required, and practices of greater concern. Under the FTC approach, companies would not need to ask consumer consent to engage in data collection necessary to accomplish product and service fulfillment and certain internal operations. Instead, companies could concentrate on securing consent for other data practices, prominent examples of which include the sale of consumer purchase information to third parties and online behavioral advertising. In situations where consent would be required, the framework proposes providing consumers with clearly described choices and presenting accessible choice mechanisms at times and in contexts in which consumers actually make decisions regarding their data, such as entering personal information in order to make purchases.

In addition, the framework calls for greater transparency regarding data practices. The report mentions a number of specific measures, including improving privacy policies by making them clear, concise, and easy to read and providing consumers reasonable access to the information maintained on them. Because access translates to company expense, the report envisions such access remaining proportionate to the sensitivity of the data and its intended use. Additionally, the report calls for vigorous notice and consent for any material and retroactive data policy changes.

Commercial Entity Impact

Prior to the FTC’s issuance of a final report and any changes to law and policy arising from it, it is difficult to assess potential liability and the basic issue of who may sue or be sued as a result of the new FTC framework. Certainly, the FTC is no stranger to the concept of enforcement, and as Chairman Jon Leibowitz indicated in his remarks on the preliminary report’s release, “…the FTC anticipates a greater number of privacy cases arising in the near future …” where consent would be required, the framework proposes providing consumers with clearly described choices and presenting accessible choice mechanisms at times and in contexts in which consumers actually make decisions regarding their data, such as entering personal information in order to make purchases. In addition, the framework calls for greater transparency regarding data practices. The report mentions a number of specific measures, including improving privacy policies by making them clear, concise, and easy to read and providing consumers reasonable access to the information maintained on them. Because access translates to company expense, the report envisions such access remaining proportionate to the sensitivity of the data and its intended use. Additionally, the report calls for vigorous notice and consent for any material and retroactive data policy changes.
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John Jones is a commercial trial lawyer who primarily focuses on representing financial institutions and leasing companies in a wide range of complex trial and bankruptcy matters in state and federal courts throughout Texas. His practice areas include litigation, appellate, banking, and credit and collections.

Additionally, John has been active in and recognized for his various community and state-wide activities, most notably those involving ensuring access to justice for all Texans.

Wil-Jeanne Eugene practices commercial litigation, creditors’ rights, and banking law. She has experience in large document productions in commercial matters and has worked with a large municipality on misdemeanor cases.

Wil-Jeanne’s current practice includes counseling and representation of commercial businesses and governmental clients in litigation involving collections, contract disputes, employment, real estate, constitutional rights, open government, and general civil matters.